
Data Management Plan – [TEMPLATE w/ suggested content] 
(Adapted from ICPSR Guidelines for Effective Data Management Plans) 
 
Note: Individual Data Management Plans should be tailored to the specific research activities 
described within each proposal. 
 
 
1. Data description (Highly Recommended) 

 
Provide a description of the information to be gathered; the nature and scale of the data that will 
be generated or collected. Describe the characteristics of the data, their relationship to existing 
data, and any disclosure risks that may apply. 
 
 
2. Format (Highly Recommended) 
 
Specify the formats in which the data will be generated, maintained, and made available, 
including a justification for the procedural and archival appropriateness of those formats. 
Preservation formats should be platform-independent and non-poprietary to ensure that they will 
be usable in the future. 
 
 
3. Metadata (Highly Recommended)  
 
Describe the metadata to be provided along with the generated data, and a discussion of the 
metadata standards used. Structured or tagged metadata, like the XML format of the Data 
Documentation Initiative (DDI) standard, are optimal because the XML offers flexibility in display 
and is also preservation-ready and machine-actionable. 
 
 
4. Storage and backup (Highly Recommended) 
 
Describe the physical and cyber resources and facilities that will be used for the effective 
preservation and storage of the research data. How and where will you store copies of your 
research files to ensure their safety? How many copies will you maintain and how will you keep 
them synchronized? 
 
 
5. Intellectual property rights (Highly Recommended) 
 
Identify the entities or persons who will hold the intellectual property rights to the data, and how 
IP will be protected if necessary. Any copyright constraints (e.g., copyrighted data collection 
instruments) should be noted. 
 
 
6. Access and sharing (Highly Recommended)  
 
Describe how data will be shared, including access procedures, embargo periods, technical 
mechanisms for dissemination and whether access will be open or granted only to specific user 
groups. A timeframe for data sharing and publishing should also be provided. Possible 
mechanisms for archiving and sharing include: 1) Domain repository like ICPSR (social 

http://www.icpsr.umich.edu/icpsrweb/ICPSR/dmp/index.jsp�


science); 2) Self-dissemination through a dedicated Web site that the research team will create 
and maintain. If this option is chosen, it is recommended that the data producer arrange for 
eventual archiving of the data after the self-dissemination period terminates and specify the 
schedule for data sharing in the grant application; 3) Preservation with delayed dissemination. 
Under such an agreement the data producer makes an arrangement with a public data 
repository for archival preservation of the data with dissemination to occur at a later date, 
usually within a year; 4) Institutional repositories. Institutional repositories at academic 
institutions have the goal of preserving and making available some portion of the academic work 
of their students, faculty, and staff. Note that not all IRs have the capacity to accept and curate 
data. Will your data be free of direct and indirect identifiers? If not, how will you share your 
restricted data? Will special terms of use be required? Indicate when the data will be made 
available to others. 
 
 
7. Archiving and preservation (Highly Recommended)  
 
Describe the procedures in place or envisioned for long-term archiving and preservation of the 
data, including succession plans for the data should the expected archiving entity go out of 
existence. 
 
 
8. Ethics and privacy (Highly Recommended) 

 
If applicable, discuss how informed consent will be handled and how privacy will be protected, 
including any exceptional arrangements that might be needed to protect participant 
confidentiality, and other ethical issues that may arise. If applicable, what are your plans to 
obtain IRB approval? Are there legal constraints (e.g., HIPAA) on sharing data? If applicable, 
how will you manage disclosure risk in the data to be shared and archived? 
 
 
9. Existing data (Optional) 

 
Provide a survey of existing data relevant to the project and a discussion of whether and how 
these data will be integrated. 
 
 
10. Data organization (Optional) 
 
Describe how the data will be managed during the project, with information about version 
control, naming conventions, etc. 
 
 
11. Quality assurance (Optional) 
 
Specify the procedures for ensuring data quality during the project. 
 
 
12. Security (Optional) 

 
Describe the technical and procedural protections for information, including confidential 
information, and how permissions, restrictions, and embargoes will be enforced. 



 
 
13. Responsibility (Optional)  

 
Names of the individuals responsible for data management in the research project. 
 
 
14. Budget (Optional) 
 
Describe the costs of preparing data and documentation for archiving and how these costs will 
be paid. Requests for funding may be included. 
 
 
15. Legal requirements (Optional)  
 
Indicate whether there are any relevant federal or funder requirements for data management 
and data sharing. 
 
 
16. Audience (Optional) 
 
Describe the potential secondary users of the data you will produce. 
 
 
17. Selection and retention periods (Optional) 
 
Describe how data will be selected for archiving, how long the data will be held, and plans for 
eventual transition or termination of the data collection in the future. 
 


